
SimpleIWA must process user identity from IWA and create a SAML assertion that will be sent to an 
Identity Router. In addition SimpleIWA must be packaged allowing it to be easily distributed. Specific 
requirements include:  

• Maintain the current system’s SSO functionality  
• Accept user browser requests  
• Identify Active Directory users with IWA  
• Require the user to log into Active Directory if the user identity cannot be provided by IWA  
• Create a SAML assertion that verifies the user and provides other, to be determined attributes 

of that user  
• Send the SAML assertion to the IdR over HTTP Post  
• Create an installer to install the product on different servers  
• Allow the application to be configured in the installer  

 

 


